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Before the terrorist attacks of 9/11, there was no field called “homeland security” and hence no need for a handbook such as this. Today, homeland security is a multibillion-dollar enterprise and the motivating force behind countless reforms across dozens of heretofore separate government activities. The need for this enterprise is not tied to the fate of al-Qaida or any other particular terrorist group; instead, it derives from the structural—and hence, for all intents and purposes, permanent—vulnerability of free and open societies to catastrophic terrorist attacks. This vulnerability existed before 9/11 and will continue to exist indefinitely. Because all governments are charged with safeguarding their civilian population from deliberate large-scale death and destruction, homeland security has become a permanent mission for responsible governments worldwide.

Homeland security is a composite of many different fields that individually have some bearing on the terrorist threat to modern societies, the vulnerability of these societies to various forms of terrorist attack, and the techniques to combat these threats and vulnerabilities. Each individual field is supported by the knowledge and experience of an established community of experts and practitioners. As yet there is no community of individuals with the interdisciplinary breadth needed to manage the field of homeland security comprehensively and effectively.

The contrast between homeland security and national security (another even broader interdisciplinary field) is instructive. National security describes many different kinds of measures—diplomatic, economic, military, covert, overt, legal, illegal, etc.—taken by a state to ensure its survival and security. National security has been practiced by governments for centuries, and over time has emerged as a distinct field supported by a community of individuals with
similar educational and practical backgrounds. Individuals from this community are able to coalesce quickly into effective work groups because they share a frame of reference, an understanding of established national security processes, and a general familiarity with each other’s areas of profound expertise. This collection of national security experts represents what social scientists call an “epistemic community.”

Homeland security has no epistemic community to speak of, but needs one. Men and women from dozens of different disciplines—regional experts, terrorism analysts, law enforcement officials, intelligence officers, privacy specialists, diplomats, military officers, immigration specialists, customs inspectors, specific industry experts, regulatory lawyers, doctors and epidemiologists, research scientists, chemists, nuclear physicists, information technologists, emergency managers, firefighters, communications specialists, and politicians, to name a few—are currently involved in homeland security, but it is not enough merely to aggregate specialists. The tendency to organize around disciplines, to adopt “stovepiped” approaches to problems, and to optimize solutions for part but not all of the problem is too strong among loose collections of unadulterated specialists. Only a team of individuals with genuine crosscutting knowledge and experience will be able to understand the complexity of any particular homeland security challenge, devise an efficient and viable strategy for dealing with the problem, and implement this strategy effectively.

There is an acute national and indeed international need for professionals who can think and operate across the breadth of homeland security while at the same time contributing expertise in one or more of the disciplines that comprise the field as a whole. There are only a few such individuals today, so more must be trained. Governments worldwide have already created a demand for such individuals, but the educational system in the United States has only just begun to provide the knowledge base and training capabilities needed to meet the government’s demand for the genuine homeland security professional. Educational systems outside the United States are even farther behind.

This volume is long, and for a reason: its length is indicative of the substantive breadth of homeland security itself. Each individual chapter deals with a different and important aspect of the field as a whole. Together, the chapters provide a first-rate overview of a new and exceedingly complex field—a perspective that is broad, deep, and
cognizant of the interrelationships among the disparate disciplines that make up homeland security. In that respect, this handbook is the first of its kind and an invaluable resource.

This handbook represents an important step toward creating the professional community that governments require to implement a comprehensive homeland security agenda effectively and efficiently. As such, the book makes a rare contribution not just to a professional literature but also to a noble public purpose: securing a nation from catastrophic terrorist attack while preserving the freedom and openness that make the homeland vulnerable in the first place.
PREFACE

The McGraw-Hill Handbook of Homeland Security takes a broad view of the challenges involved in enhancing domestic security and emergency preparedness. Our goal is to contribute to the discussion of this national issue and heighten readers’ awareness of the importance of integrating policies, strategies, and initiatives across different areas into a cohesive national and international effort.

The book provides a comprehensive introduction to the subject for university students, policy makers, and industry professionals. Several assumptions underlie the selection of chapters. First, although homeland security and national preparedness now encompass “all hazards,” including events such as natural disasters, the focus of the book is on terrorism and security, areas where an understanding of the human element of the terrorist threat is critical. Second, with or without Usama bin Laden as its leader, al-Qaida and radical fundamentalist Islam will remain a threat. An entire section is devoted to understanding this dominant terror threat to the United States. Third, regardless of specific types of attacks and the affiliation of their perpetrators, many of the principal missions and challenges that homeland security policy makers, operational managers, and analysts face will remain the same.

KEY FEATURES

The McGraw-Hill Handbook of Homeland Security has several important features:

- The text provides extensive thematic coverage, encompassing analysis of al-Qaida and related terrorist threats, and of homeland security as part of the United States’ response. There are more than 70 original chapters and case studies about a wide range of subjects, providing an opportunity to understand how homeland security challenges are interconnected. The book is the first in the literature to combine such
a comprehensive array of topics, creating a basis for a shared understanding of homeland security.

- The contributors include distinguished members of Congress; senior federal, state, and local government officials; industry professionals; and academics, many of whom combine theory with practical experience in homeland security and are active in educating the next generation of national security leaders.

- The book includes chapters on practical matters and chapters that present theoretical models and concepts.

- The book covers recent developments, such as the July 2005 bombing in London and the restructuring of the Department of Homeland Security as a result of the Second Stage Review initiated by Secretary Chertoff, the Intelligence Reform and Terrorism Prevention Act of December 2004, the vote to create a permanent Committee on Homeland Security, and the appointment of Michael Chertoff as the secretary of the Department of Homeland Security.


ORGANIZATION

This book is divided into 13 sections, each preceded by a brief introduction to set the stage for the chapters that follow. These sections group the components of what many consider core homeland security subject matter into thematic units that provide a framework for study and discussion. Preceding Section 1 is an introductory chapter, “Homeland Security in Context,” that places the subject in the setting of other policy frameworks and identifies some of its principal components.

Section 1: Al-Qaida and Global Jihad

In order to confront the threat posed by Usama bin Ladin, the al-Qaida network, and affiliated fundamentalist Islamist terrorist groups, one must understand their ideology, vision, strategy, recruiting methods, and use of the Internet. Al-Qaida’s goals are to force occupying “infidels” off Muslim land; topple illegitimate apostate Arab regimes; drive U.S. forces out of Iraq, Saudi Arabia,
and Afghanistan; and destroy Israel. Jihadists see their effort as an apocalyptic struggle, a righteous war of defense of the very existence of Islam and the Muslim world from attack and disintegration by a Zionist-Crusader conspiracy of infidels—Israel and the Jews, America, and “puppet” secular Arab regimes.

The most profound development related to al-Qaida since 9/11 is its transformation from a group to the self-proclaimed vanguard of Islamic movements, galvanizing Islamists worldwide to fight two battles: against their own governments and against the United States and its allies. Many extremist Muslims see bin Ladin as a figure of hope who can restore their dignity and save the Islamic world. According to bin Ladin’s interpretation of the Muslim religion and its history, a violent jihad is justified and indeed noble.

The main Islamist terrorist threat to the United States comes not from a monolithic al-Qaida organization but from the broader, violent Islamist revivalist social movement, united by bin Ladin’s utopian vision of justice and fairness. The threat from al-Qaida and its affiliates will remain even if bin Ladin is killed; and several of the contributors to this book think that the threat has been nourished by conflict in Iraq.

By analyzing biographical data on the terrorists and the topology of Islamist terrorist networks, as is done in one chapter, one can better understand how and why people join Islamist terror networks. For instance, one chapter in Section 1 describes various models al-Qaida may be using to recruit new members, including the “net,” “funnel,” “infection,” and “seed crystal,” along with psychographic or “state” factors. This section also explains how the Internet is central to the strategy of al-Qaida and the global jihad, which clearly appreciate its value as a weapon of psychological warfare, perception management, recruitment, and fund-raising.

Section 2: Terrorism Beyond al-Qaida

The second section looks beyond the topic of al-Qaida to study terrorism as a phenomenon, associated threats, and other groups. There is no universal definition of terrorism; rather, terrorism is a generalized construct derived from our concepts of morality, law, and the rules of war. Terrorism is a hugely complex social problem—what we see in an attack is only the tip of the iceberg—which must be
understood in a broad sociocultural global context of chaos at the intersection of lawless places, dangerous flows, and extreme ideology.

Terrorism is an “asymmetric” form of warfare: a low-cost means of attacking civilian populations and national infrastructures when the enemy has superior economic and military might and therefore cannot be struck at with conventional tactics and weapons. However, terrorism is not only a matter of physical attacks but it is a mental game used to erode citizens’ morale and their faith in their government, and to demonstrate strength to the terrorists’ constituencies.

Important trends in terrorism over the past decades are presented in Section 2, but readers are cautioned against forecasting by extrapolation. Terrorist groups vary in culture, ideology, and priorities. Tomorrow’s terrorism will surely be different from today’s; and even at present it is misleading to lump all groups that use terrorist tactics into a notionally homogeneous group called “terrorists.” This section includes a chapter on Hizballah, which aspires to transform Lebanon into an Islamic state and receives funding, training, and intelligence from Iran, a country that depicts the United States as the “great Satan” and aspires to build nuclear weapons. Readers are also presented with some of the limitations of psychology in understanding terrorists and terrorism. One chapter discusses terrorists’ financing and efforts to counter it.

Another topic addressed in Section 2 is perhaps the most troubling terrorist threat: weapons of mass destruction (WMD) such as nuclear bombs, as well as weapons of mass effect such as biological and chemical agents and radiological dispersal devices (dirty bombs). Although attacks with unconventional weapons are relatively rare compared to attacks using explosives, and despite the fact that the “anthrax letters” of October 2001 resulted in only five fatalities, the possibility of WMD attacks implies a need for constant vigilance. Therefore, this section analyzes biological weapons in some detail, discussing their history and considering their potential future use by terrorists.

**Section 3: The Role of Government**

Section 3 introduces the role of various levels of government in homeland security. For the federal government, homeland security is a complex set of overlapping national missions. One chapter
recommends ways to build capabilities and develop oversight so as to achieve those missions. Other chapters discuss the roles of the House and Senate (which not only exercise oversight but are of course responsible for federal appropriations for homeland security) and the Department of Defense (in this regard, one chapter describes the mission of the Northern Command and National Guard). The section also takes up regional planning organizations in cities and counties, which provide important support to the federal and state governments in homeland security management. Municipalities are likely to bear the brunt of terrorist attacks because such attacks typically occur in cities. At the municipal level, the primary challenges have to do with managing first responders: firefighters, police, emergency medical services, and citizens.

Still other chapters in Section 3 discuss law and intergovernmental counterterrorism. Terrorism has traditionally been addressed in the international community with treaties, such as those condemning hijacking and hostage-taking. One chapter considers new legal instruments such as the PATRIOT Act, emphasizing the need for effective, concerted implementation. Another chapter suggests that the United States could learn lessons about counterterrorism from Europe. It is also important to establish communication channels with foreign countries to share information and to foster trust and personal working relationships. Strategies for apprehending terrorists, such as standards and norms for extradition, should also be established internationally. One chapter stresses the importance of frameworks for international cooperation provided by the European Union and the United Nations. Ultimately, there can be no homeland security without international security.

Section 4: Counterterrorism Intelligence and Analysis

Arguably, counterterrorism must begin with analysis. In Section 4, one chapter provides a valuable typology of terrorism and an anatomy of the stages in planning offensive or logistical operations, although the reader is cautioned that despite any similarities in weapons and tactics, each terrorist offensive is unique. Another analysis in this section contrasts intelligence during the Cold War with intelligence today, when the intelligence community must deal with global, transnational groups that are difficult to detect, observe,
and counter. With responsibility for different functions and phases of the intelligence cycle divided among many agencies, cooperation and information sharing must override bureaucratic turf wars. The Intelligence Reform and Terrorism Prevention Act of 2004 aims to align the 15 agencies of the intelligence community to achieve effective counterterrorism, but the unique bureaucratic culture of these semiautonomous agencies remains a formidable obstacle to cooperation. In one chapter, readers will be introduced to a five-step “intelligence process” and will learn that we actually have too much, not too little, intelligence—and that intelligence analysts must determine what information to feed into the process. The need for information sharing is emphasized, and the expanded role of law enforcement since 9/11 is addressed.

Section 5: Risk: Management, Perception, and Communication

The introduction to Section 5 notes that risk management is a never-ending process. Efforts made to achieve security and preparedness must be adjusted to changing levels of threat. One chapter in this section explores decision-making frameworks for antiterrorism planning, development, and implementation, including resource allocation; the authors maintain that risk assessment and risk management must accord with an organization’s broader goals, objectives, and missions. To support their decisions, organizations need an unbiased, traceable process based on techniques of decision making and risk analysis.

Communicating warnings and other information about risks requires considerable sensitivity. Terrorism is meant to instill fear and anxiety; thus leaders must communicate in ways that inspire confidence, demonstrating that risk is being well managed. Citizens must trust their government enough to listen to its messages and respond effectively. How officials manage and communicate risk in a crisis will determine citizens’ reaction to future communications. One chapter in this section examines the Homeland Security Advisory System (HSAS), which issues color-coded warnings. The broadcast media also play a significant role in disseminating information to the public. As is noted in one chapter, public officials need to be fluent in the “language of live”—that is, live broadcasting—so as to convey information
about unfolding, confusing situations as clearly, transparently, and calmly as possible.

**Section 6: Securing Critical Infrastructure and Cyberspace**

In order to secure critical infrastructure, one must know what constitutes infrastructure, what makes it critical, and what functions of critical infrastructure are interdependent. Section 6 includes that information; it also provides a historical context for the evolution of policies regarding infrastructure, noting how policy has been influenced by experience—normal wear and tear, accidents, and natural hazards as well as terrorism. Readers will learn what fundamental attributes of infrastructure contribute to vulnerability, will be introduced to techniques for evaluating interdependence and vulnerability, and will learn about new developments in infrastructure technology that can reduce the consequences of terrorist attacks.

The Internet is a critical infrastructure that terrorists are unlikely to overlook as a potential target. Section 6 addresses problems of protecting cyberspace and offers a risk-management approach to cyberthreats. One chapter describes efforts by the federal government to assess risks and vulnerability in cyberspace; disseminate warnings; develop antiterrorist measures; coordinate the response to incidents; and provide technical assistance to organizations before, during, and after an incident. The chapter also offers guidelines for a robust information security program.

**Section 7: Border and Transportation Security**

This section covers security at borders, in immigration, in aviation, and in maritime settings—essential components of a nationwide counterterrorism strategy. “Porous” borders contributed to the defeat of the Soviet Union at the hands of the mujahideen in Afghanistan and as of this writing were enabling fighters to cross into Iraq to join the insurgents. Securing land, sea, and air borders—through which millions of people, planes, trucks, and containers pass annually—is a formidable challenge, especially if the necessary personnel are lacking.
Comparing civil aviation security in the United States before and after 9/11 can provide insight into the dynamics of homeland security. For example, the Transportation Security Administration (TSA) has given a high priority to screening baggage and passengers; but the rate of detection of explosives is still unsatisfactory, and airline cargo, shoulder-fired antiaircraft missiles, and other threats remain a concern.

In maritime security (as, typically, in homeland security in general), responsibility is fragmented among multiple agencies and the private sector. As a result, coordination and information sharing are crucial. The U.S. Coast Guard is the primary administrator of the Maritime Transportation Safety Act (MTSA), which one chapter in this section discusses in some detail.

This section also includes a case study of an envisioned statewide virtual network of transportation information to support decision making at all phases of homeland security.

Section 8: Emergency Management, Public Health, and Medical Preparedness

In the United States there is no national strategy to unify emergency management, public health, and medical preparedness. Here, a “system of systems” approach to risk management for homeland security is clearly needed. This approach must acknowledge the complexity of public health and the relationship among threats, vulnerabilities, and systems to understand specific weaknesses, allocate resources, and improve protection. In a large-scale emergency, it is necessary to move from a system of individual care to a system based on principles of public health and disaster management.

Section 8 provides an overview of the role of local first responders: emergency managers, firefighters, emergency medical personnel, and law enforcement officers. The Incident Command System (ICS) and the importance of reliable interoperable communications are discussed, as are the National Response Plan (NRP) and the National Incident Management System (NIMS). These are frameworks for managing and responding to domestic incidents that have “national significance,” such as terrorist threats, major disasters and emergencies, and catastrophic incidents.
One chapter takes up pre- and postattack mental health strategies, which are another crucial aspect of preparedness.

The section also includes a chapter about emergency management and preparedness procedures at hospitals in Israel. The authors share their experience treating casualties of suicide bombings and preparing for the effects of WMD.

**Section 9: Role of the Private Sector**

Public-private partnerships are crucially important in homeland security because, for one reason, the private sector owns or operates more than 85 percent of the nation’s critical infrastructure. This section provides practical advice for private-sector corporate security, risk and vulnerability assessment, emergency planning, crisis management, and planning. It includes an overview of the National Fire Protection Association (NFPA) standard on disaster and emergency management and business continuity programs.

One chapter in this section is a case study—a firsthand account of security measures taken by JW Marriott at its hotel in Jakarta—that provides an example of corporate crisis management in action. The section also covers two aspects of private-sector homeland security that are neglected by many companies. The first is the “human impact planning” to address the psychological health of employees and mitigate posttraumatic stress disorder; the second is legal issues that relate to homeland security and businesses, and measures that private industry can take to protect itself against liability in relation to a terrorist threat or incident.

**Section 10: Academe**

Academe played a vital role in determining how the Cold War would be fought. Now the academic sector must respond and restructure to meet new national security challenges. With regard to homeland security, academe can develop solutions through science and technology and can also offer education, training, outreach, and service. Academe is itself a potential target and resource for terrorists.

Homeland security is rapidly evolving as an academic course of study. One chapter in Section 10 suggests an interdisciplinary core curriculum for homeland security studies, to include such topics
as resource optimization and management, classic national security and international relations theory and practice, interfaces between technology and policy, organizational behavior, cultural understanding, strategic and scenario-based (futures) planning, and risk-based decision making. Operations research (OR) is an academic discipline that uses the scientific method to assess the consequences of alternative decisions involving long-term strategic planning and shorter-range tactics and operations. One chapter provides examples of how OR can be useful in emergency response plans and strategies, especially for first responders.

**Section 11: Science, Technology, and Information Sharing**

Inputs from many types of sensors, people, and software in homeland security produce a flood of information—and thus a challenge to “knowledge management.” Technology plays many roles in counterterrorist strategies for the private and public sectors. One role is combating chemical, biological, radiological, nuclear, and high-explosives (CBRNE) threats: for example, using systems to detect radiation at ports of entry. Technology also enables modeling, simulation, and analysis at each phase of emergency management. Data fusion, another tool of counterterrorism, gives decision makers and other public officials access to intelligence and analysis from the CIA, the FBI, and other government agencies.

Science and technology are particularly applicable in screening passengers and cargo for explosives—a capability that is essential for effective border and transportation security. However, many practitioners warn that simply “throwing technology” at a problem will not provide the desired security. One instance where this holds true is checkpoint security. Screening technologies must be integrated with a wider, holistic network, or security regime, within an organization, industry, region, or state and, ultimately, nationwide. Such integration requires wise technology policy and cooperation between the public and private sectors in order to result in increased efficiency and lower systemwide operational costs over the long term.

Many aspects of homeland security use information technology. One chapter in Section 11 explains why simply fusing data and information is unlikely to achieve the desired support for decision making. New IT “architecture” is needed to shift information sharing
from “need to know” to “need to share” in the face of cultural barriers. The section examines new IT concepts such as using computer systems with monitoring software and an array of sensors to identify a threat rapidly and provide a “predictive response.” One chapter presents a new paradigm for analyzing homeland security information-sharing needs by having distributed groups assess their needs collaboratively on an ongoing basis, using scenarios. This paradigm would constitute a key enabler for creating a broad-based information-sharing environment.

**Section 12: Domestic Security and Civil Liberties**

Security and liberty are both obligations of society. This section addresses various aspects of civil liberties in the context of homeland security. Topics include theoretical constructs and principles as well as actual and hypothetical examples. One chapter approaches the subject through three case studies (a proposed national identification card, bioterrorism, and the issue of racial and ethnic profiling). Data mining and surveillance raise special concerns about the invasion of privacy and are discussed in one chapter. These topics have become subjects of significant debate. Another chapter discusses the sensitive issue of balancing individual liberty and national security. When and where should free speech end in a post-9/11 world?

**Section 13: Politics and Accountability**

Homeland security gives rise to political questions that must be addressed—questions regarding values, principles, doctrine, the distribution of power, historic constitutional challenges, and accountability. All participants in homeland security must be accountable to the American people for a realistic set of performance measures. The three chapters in Section 13 address these issues and challenges.
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The McGraw-Hill Handbook of Homeland Security explores both the threat of terrorism and the role of homeland security in dealing with this threat. This opening chapter surveys and contextualizes some of the key concepts and analytical frameworks used in the text.

HOMELAND SECURITY: KEY CONCEPTS

Homeland security is a policy framework for organizing the activities of government and all sectors of society to detect, deter, protect against, and, if necessary, respond to domestic attacks such as 9/11. Homeland Security is defined in the National Strategy for Homeland Security as “a concerted national effort to prevent terrorist attacks within the United States, reduce America’s vulnerability to terrorism, and recover from and minimize the damage of attacks that do occur” (Office of Homeland Security 2002, p. 2).

In the context of this National Strategy, prevention means action at home and abroad to deter, prevent, and eliminate terrorism. Vulnerability reduction means identifying and protecting critical infrastructure and key assets, detecting terrorist threats, and augmenting defenses, while balancing the benefits of mitigating risk against economic costs and infringements on individual liberty. Response and recovery means managing the consequences of attacks, and building and maintaining the financial, legal, and social systems to recover.

The National Strategy for Homeland Security categorized homeland security activities into six critical mission areas. The
White House Office of Management and Budget (OMB) 2003 Annual Report to Congress on Combating Terrorism described these missions as follows:

**Mission Area 1: Intelligence and Warning**

Terrorism depends on surprise. The first mission area includes intelligence programs and warning systems that can detect terrorist activity before it manifests itself in an attack so that proper preemptive, preventive, and protective action can be taken. Specifically, this mission area is made up of efforts to identify, collect, analyze, and distribute source intelligence information or the resultant warnings from intelligence analysis. As part of the homeland security category, this excludes funding for intelligence activities of the national security community that are focused overseas.

**Mission Area 2: Border and Transportation Security**

This second mission area includes border and transportation security programs designed to fully integrate homeland security measures into existing domestic transportation systems. Since current systems are intertwined with the global transport infrastructure, virtually every community in America is connected to the world by seaports, airports, highways, pipelines, railroads, and waterways that move people and goods into, within, and out of the nation. This mission area focuses on programs to promote the efficient and reliable flow of people, goods, and services across borders, while preventing terrorists from using transportation conveyances or systems as weapons, or to deliver implements of destruction.

**Mission Area 3: Domestic Counterterrorism**

The third mission area incorporates federal funding for any law enforcement programs (including state, local, or regional) that investigate and prosecute criminal activity to prevent and interdict terrorist activity within the United States. It includes all homeland security programs that identify, halt, prevent, and prosecute terrorists in the United States. It also includes pursuit not only of the individuals directly involved in terrorist activity but also of their
sources of support: the people and organizations that knowingly fund the terrorists and those that provide them with logistical assistance.

Mission Area 4: Protecting Critical Infrastructures and Key Assets

An attack on one or more pieces of our critical infrastructure could disrupt entire systems and cause significant damage. Programs that improve protection of the individual pieces and the interconnecting systems that make up our critical infrastructure belong in this fourth mission area. Programs associated with the physical security or cybersecurity of federal assets also belongs in this mission area. This area also includes programs designed to protect America’s key assets, which are those unique facilities, sites, and structures whose disruption or destruction could have significant consequences, including national monuments and icons.

Mission Area 5: Defending against Catastrophic Threats

The fifth mission area includes homeland security programs that involve protecting against, detecting, deterring, or mitigating terrorists’ use of weapons of mass destruction (WMD). It includes understanding terrorists’ efforts to gain access to the expertise, technology, and materials needed to build chemical, biological, radiological, and nuclear (CBRN) weapons. In addition, this mission area includes funding for planning and efforts to decontaminate buildings, facilities, or geographic areas after a catastrophic event.

Mission Area 6: Emergency Preparedness and Response

This sixth mission area includes programs that prepare to minimize the damage of and recover from any future terrorist attacks that may occur despite our best efforts at prevention. This area includes programs that help to plan, equip, train, and practice the needed skills of the various first-responder units, including such groups as police officers, firefighters, emergency medical providers, public works
personnel, and emergency management officials. This mission area also includes programs that will consolidate federal response plans and activities to build a national system for incident management in cooperation with state and local government.

The National Strategy describes four foundations for these six mission areas crossing all levels of government and sectors of society. These foundations are law, science and technology, information sharing and systems, and international cooperation. (See Figure I-3.)

Clearly these missions are all interrelated in many multidimensional ways. By imposing conceptual boundaries between these mission areas, one gains clarity for management and budgeting purposes. However, effective and viable plans and strategies can only be developed by acknowledging the complex reality that homeland efforts must cross mission areas, involve all levels of government and the private and public sectors, and coalesce into integrated, cross-cutting capabilities.

The last mission area—Emergency Preparedness and Response—merits special discussion, and is one area of homeland security where the notion of capabilities-based planning is being advanced. It also provides the context for discussing a macro-level tension in the field of homeland security. The December 2003 Gilmore Commission (formally known as the Advisory Panel to Assess Domestic Response Capabilities for Terrorism Involving Weapons of Mass Destruction) report defines preparedness as "the measurable demonstrated capacity by communities, States, and private sector entities throughout the United States to respond to acute threats with well-planned, well-coordinated, and effective efforts by all of the essential participants, including elected officials, police, fire, medical, public health, emergency managers, intelligence, community organizations, the media, and the public at large" (Gilmore Commission 2003, p. 8).

The National Strategy for Homeland Security established a "National Vision for Emergency Preparedness and Response" that made emergency response for terrorist attacks, no matter how unlikely or catastrophic, as well as all manner of natural disasters, a national requirement. Homeland Security Presidential Directive 8 (HSPD-8) refers to preparedness for major events as "all-hazards preparedness." It defines major events as "domestic terrorist attacks, major disasters, and other emergencies." It presented a "National Preparedness Goal" to help achieve this vision of preparedness.
It defines *preparedness* as the “existence of plans, procedures, policies, training, and equipment necessary at the federal, state, and local level to maximize the ability to prevent, respond to, and recover from major events” (The White House 2003, p. 2). As a result, homeland security policy must manage a tension between preparing for terrorism per se and the broadly scoped “national preparedness” construct (for any major disaster or emergency event, including terrorist attacks, as part of “all-hazards” planning (e.g., planning for natural disasters).

That is not to say that the capabilities required to prepare for terrorism and other emergencies are wholly separate. The Office of Domestic Preparedness (ODP), Universal Task List (UTL) Manual (Version 1.0 draft of July 31, 2004) divides preparedness tasks into four levels: (1) national strategic tasks; (2) planning, coordination, and support tasks; (3) incident management tasks; and (4) incident prevention and response tasks, as follows:

1. National strategic (primarily federal departments and agencies)
   - Develop national strategic intelligence
   - Manage national preparedness activities
   - Conduct national prevention operations
   - Provide command and management of incidents of national significance
   - Provide national incident support
   - Manage national resources
   - Provide national communications and information management support
   - Develop supporting national technologies

2. Planning, coordination, and support (primarily single states or groups of states, regions within states or counties, federal regions)
   - Conduct intelligence operations
   - Conduct preparedness activities
   - Conduct prevention operations
   - Command and manage incidents of national or state significance
• Provide incident support
• Manage regional and state resources
• Provide communications and information management support

3. Incident management (mayor, city manager, county executive, or emergency operations center)

• Coordinate transportation operations
• Operate and/or manage telecommunications and information technology
• Manage and/or direct public works and engineering
• Coordinate firefighting operations
• Coordinate incident management operations
• Coordinate mass care, housing, and human services
• Coordinate resource support
• Coordinate public health and medical services
• Coordinate urban search and rescue
• Coordinate oil and hazardous materials response
• Coordinate agriculture and natural resource recovery
• Coordinate energy recovery
• Coordinate public safety and security
• Coordinate community recovery, mitigation, and economic stabilization
• Coordinate emergency public information and external communications

4. Incident Prevention and Response (incident site personnel)

• Provide transportation
• Operate telecommunications and information technology
• Conduct public works and engineering
• Conduct firefighting
• Conduct incident management
• Provide mass care, housing, and human services
• Provide resource support
• Provide public health and medical services
• Conduct urban search and rescue
Conduct oil and hazardous materials response
Support agriculture and natural resource recovery
Support energy recovery
Provide public safety and security
Support community recovery, mitigation, and economic stabilization
Provide emergency public information and external communications

Clearly terrorism-focused homeland security programs and broader all-hazards preparedness efforts require sets of capabilities that overlap to a significant degree. Still, in a world of limited time and financial resources, efforts made in a preparedness context or framework that tries to be too all-encompassing may run the risk of being ineffective.

HOMELAND SECURITY: A POLICY FRAMEWORK

The National Strategy for Homeland Security is one of a set of national strategies that interrelate. (See Figure I-1.)

Homeland security needs to be understood in the context of the broad spectrum of policy, frameworks, and instruments of national power for combating terrorism and national preparedness. According to the Office of Management and Budget (OMB), homeland security is a subset of “combating terrorism,” a policy framework that also includes “overseas combating terrorism” (OCT). Combating terrorism includes both antiterrorism (defensive measures used to combat terrorism) and counterterrorism (offensive measures used to combat terrorism), both domestically and abroad. (See Figure I-2.) Combating terrorism encompasses defense against WMD, improvements to critical infrastructure protection (CIP) to enhance the security of those physical and cyber-based systems essential to national security, national economic security, and public health and safety; and provision for federal “continuity of operations” (COOP)—those activities of federal agencies that ensure that the “mission-essential” functions of each agency continue no matter the cause of the disruption, even in the face of a catastrophic event.
Homeland security programs focus on activities within the United States and its territories, or on activities in support of domestically based systems and processes. The Homeland Security Council (HSC) coordinates these activities governmentwide. OCT includes activities that focus on combating and protecting against terrorism that occurs outside the United States and its territories. Such activities include efforts to detect, deter, protect against, and, if needed, respond to terrorist attacks. OCT does not include funding.
in support of the war on terrorism or other international conflicts. The National Security Council (NSC) coordinates these activities governmentwide. Together, the two areas account for the overall combating terrorism budget for the federal government.

Homeland security includes activities that focus on combating and protecting against terrorism that occur within the United States and its territories (this includes CIP and COOP), or outside the United States and its territories if they support domestically based systems or activities (e.g., prescreening high-risk cargo at overseas ports). Such activities include efforts to detect, deter, protect against, and, if necessary, respond to terrorist attacks.

**HOMELAND SECURITY MUST BE INTEGRATED WITH OVERSEAS POLICY FRAMEWORKS**

The center of gravity of homeland security is domestic and defensive. Yet terrorism is a transnational phenomenon, with roots and branches of recruiting, indoctrination, fund-raising, training, and attacking spread across the globe. Therefore, the counterterrorism “battle space” has “neither front lines nor geographic definition.” As the *Final Report of the 9/11 Commission* noted:

> In this sense, 9/11 has taught us that terrorism against American interests “over there” should be regarded just as we regard terrorism...
against America “over here.” In this same sense, the American homeland is the planet.¹

Because our society and economy are linked to and interdependent with the rest of the world, measures to defend the United States from threats such as a bomb in a cargo container extend internationally and depend on security efforts at foreign facilities. Many presumably domestic homeland security missions—border security and immigration, aviation and maritime security, intelligence, and law enforcement are some obvious examples—simply cannot be successful without international cooperation. Terrorists are finely attuned to differences in security regimes and will exploit seams between domestic and international counterterrorism.

Effective defensive measures influence a terrorist’s choice of targets or mode of attack but fail to deter terrorists who are smart, adaptive, and willing to undertake suicide attacks. Although homeland security does aim to prevent terrorists from reaching American soil and attacking, and domestic counterterrorism may succeed in apprehending terrorists in the United States, proactively confronting terrorists before they even attempt to reach the United States is preferable.

The National Strategy for Homeland Security is a subset of the National Strategy for Combating Terrorism, which emphasizes that all instruments of U.S. power are needed in combating international terrorism, both “at home” and “overseas.” In its final report the 9/11 Commission said:

The first phase of our post-9/11 efforts rightly included military action to topple the Taliban and pursue al Qaeda. This work continues. But long-term success demands the use of all elements of national power: diplomacy, intelligence, covert action, law enforcement, economic policy, foreign aid, public diplomacy, and homeland defense. If we favor one tool while neglecting others, we leave ourselves vulnerable and weaken our national effort (pp. 363–364).

Homeland security, as a policy instrument, mostly does not address the intricate root causes that give rise to terrorism in the first place and the broader context of dangerous global “chaos” described in this book. Only economic policy, foreign aid, various types of diplomacy and conflict resolution, education and time can affect the root causes of terrorism; and ultimately it is foreign governments and civilian communities, as well as the United States, that will
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need to make hard decisions and take action in order to undermine support for terrorist ideology. Clearly, the success of overall counter-terrorism depends on internal and external integration of all national and international policy tools, strategies, and measures—including homeland security—into a carefully orchestrated global effort leaving no gaps in security that terrorists can exploit. (See Figure I-3.)

Whether or not the broader counterterrorism strategy is achieving its aims, delegitimizing terrorism and reducing the influence of the economic, political, religious, social, and psychological factors that motivate a person’s decision to use terror tactics is beyond the scope of this text. Regardless, it is unlikely that Islamist terrorists will cease to view the United States as an enemy anytime soon.

As long as the threat of terrorism and other disasters exists, as evidenced by the recent bombing in London, homeland security will remain relevant and important.

See also Chapter 16 Homeland Security’s National Strategic Position: Goals, Objectives, Measures Assessment and Chapter 18 The Department of Defense: Defending the Homeland and Defeating Enemies Abroad.

NOTES